
The Pro�le Of A

8100000 • 8100000 • 8100000 • 8100000 •8100000 •8100000
•8100000

•8100000•8100000•8100000•8100000•8100000•8100000
•8

10
00

00
•8

10
00

00
•

11600000 • 11600000 • 11600000 • 11600000 • 11600000 • 11600000 • 11600000 • 11600000 • 11600000 • 1
1600000 • 1

16
00

00
0 

• 1
16

00
00

0 
• 1

16
00

00
0 

• 1
16

00
000 • 1

1600000 • 

1500000 • 150000 •150000•1500000
•150000•150000•1500000•150000•150000•150000

0•1
50

00
0

•1
50

00
0

• 1
50

00
0 •

EVERYONE IS A TARGET

Almost 25 % of 
UK residents have been 
victims oF IDentity fraud

EVERY DAY OVER

ARE VICTIM TO CYBERCRIME

GLOBAL INTERNET
USERS HAVE BEEN65%

12%compared with an average

 of17% across europe  

1.5 MILLION
WORLDWIDE

VICTIMS OF cybercrime

OF INTERNET
USERS IN EU 

HAVE BEEN VICTIMS OF 
ONLINE FRAUD

1 in 5 UK identity fraud victims never recovered the full loss

WHO ARE THEY?

These criminals tend to work from foreign countries making
them difficult to identify and harder to convict if caught.

CYBER CRIMINALS WORK IN GROUPS
AS PART OF LARGER ORGANIZATIONS

AGELESS SOCIETY
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50% cyber criminal groups have 6 or more members
25% ACTIVE CYBER CRIMINAL GROUPS HAVE OPERATED for 6 months or less

EUROPE
28% of global attack tra�c

NORTH+
SOUTH AMERICA

19% of global
attack tra�c

APAC

INDONESIA

more than 49%
of global attack
tra�c

highest in APAC
with 14%

FULL-FLEDGED BUSINESSES
WITH EXECS, MIDDLE MANAGERS
AND WORKERS

invitation-only, help-wanted
portals specifically for
cyber criminals exist most
originating from russia

hosting providers are key
to success of cybercriminals
who need servers to store
illegal code, malware +
Stolen data. most of these
providers are in russia and
china

underground chat rooms,
web portals + Marketplaces
for hiring hackers, buying
malware + other illegal
information are supporting
these “businesses”

we can’t stop them from attempting their crimes

but we can stop them from getting our identities and
and precious information online
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If buying merchandise or making
a payment online, ensure it is a

reputable, secure source.

track your online credit
transactions often for

fraudulent activity.

shred, don’t throw
away any bank or

credit card statements.

be WARY of providing
credit card information

through email.

be cautious when dealing
with individuals from
outside your country.

be cautious when money
is required up front for

any job lead.

never provide unknown
prospective employers with
your social security number.

 never give your credit card #
over the phone unless you made

the call to a known business.

NEVER open
or respond

to spam emails.

CAUTIONCAUTION NEVERNEVERALWAYSALWAYS

 


